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It is noted that the successful conduct of interrogations in criminal proceedings re-
garding criminal offenses committed by organized groups or criminal organizations largely
depends on proper preparation. Some features of preparation for interrogation of members
of an organized group or criminal organization are shown. The most important tactical tech-
niques are given, the use of which reduces the ability of persons who have committed a
crime to resist, contributes to the destruction of a conspiracy between suspects, ensures the
concealment of the true intentions and goals of the investigation until a certain moment etc.

The need to use video recording of absolutely all interrogations of members of orga-
nized groups or criminal organizations in addition to drawing up an interrogation protocol
is emphasized
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MODERN IT SOLUTIONS FOR ENSURING RUSSIA’S ACCOUNTABILITY
FOR IT MILITARY AGGRESSION AGAINST UKRAINE

The article examines the information and legal aspects of using information technolo-
gies to ensure Russia’s accountability for war crimes committed in Ukraine. The advantages
and dangers of applying the latest technological solutions and tools actively used by
Ukrainian law enforcement agencies to document crimes of Russian aggression are ex-
plored. Itis noted that innovative solutions based on artificial intelligence, big data analysis,
cryptography, and blockchain technologies can significantly increase the efficiency of re-
cording evidence, its authenticity, integrity, and admissibility in litigation. The main chal-
lenges regarding the legal force of digital evidence, and the processes of its verification and
preservation while respecting human rights have been clarified.

Directions for improving information and legal mechanisms for engaging the latest
information technologies solutions to ensure the inevitability of punishment for Russia’s
war crimes are proposed: creating a national repository of digital evidence; forming a uni-
fied information system of electronic evidence of war crimes; developing specialized soft-
ware systems for identifying perpetrators of crimes. The urgent need to develop, with the
participation of international experts, unified standards for the use of IT in trials of war
criminals is substantiated.

It is emphasized that only coherent interaction between the legal and technological
spheres will ensure the full use of the advantages of modern information technologies for
the inevitable punishment of violators of international humanitarian law and for bringing
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to justice the highest military and political leadership of the Russian Federation as the or-
ganizers of crimes in Ukraine. At the same time, fundamental human rights must not be
restricted in any way. A comprehensive approach involving a wide range of experts in the
fields of law and IT will help to most effectively employ the latest technological solutions in
the interests of justice.

Keywords: information technologies, war crimes, trial, international court, digitaliza-
tion of justice, information and legal mechanisms, digital evidence, analytical system, ac-
countability.

Problem Statement. With the start of Russia’s full-scale invasion of Ukraine on
February 24, 2022, the world community was faced with the challenge of documenting
numerous war crimes and crimes against humanity committed by Russian troops on
the territory of Ukraine. The systematic destruction of civilian infrastructure, illegal
deportations, torture of prisoners of war and civilians, and deliberate shelling of resi-
dential areas — these and other criminal actions require thorough investigation and
recording to bring the perpetrators to justice. However, the scale of hostilities, the vast
territory covered by the crimes, and the active phase of combat operations create un-
precedented challenges for traditional methods of documenting war crimes. There is
an urgent need to engage modern information technologies (IT) such as satellite im-
agery, video analytics, artificial intelligence (Al), blockchain, etc., which open up new
opportunities for rapidly documenting, analyzing, and systematizing various evi-
dence of war crimes, overcoming limitations of physical access. The proper applica-
tion of these technologies can ensure impartial recording of evidence and create a
strong evidence base for future trials.

The article addresses the important scientific issue of developing a methodology
for applying the latest IT in the investigation of war crimes. This will optimize the
documentation process, increase the reliability of evidence, and ensure compliance
with international trial standards. The research results will be of practical significance
for the activities of national and international law enforcement and judicial bodies in-
volved in investigating and prosecuting Russia’s crimes against Ukraine. They will
help develop effective mechanisms for using the latest technologies to bring perpetra-
tors to justice. The relevance lies in the need to systematize knowledge about modern
IT methods and tools used to document Russia’s war crimes in Ukraine and to study
the regulatory and legal mechanisms for their use to hold the aggressor accountable.

Analysis of recent research and publications. To date, there are no substantive
scientific works that explore the use of the latest IT solutions as a mechanism to ensure
Russia’s accountability for military aggression against Ukraine. The full-scale war is
ongoing. Moreover, a certain amount of time is needed for an in-depth scientific un-
derstanding of this issue. However, several publications and studies partially touch
upon this topic. The authors M. Kapustina et al. analyzed the potential of using ad-
vanced IT as a tool for effectively investigating war crimes [1]. Researchers Yu. Tymo-
shenko et al. studied the latest technological solutions in the field of crime investiga-
tion with the aim of their pilot implementation and practical testing in the conditions
of Ukraine [2]. M. Kostenko and V. Shmyga investigated the state and prospects of
applying IT in criminalistics [3]. R. Blahuta examined the current state and problems
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of using the latest technologies in crime investigation [4]. S. Luchyk explored the pos-
sibilities of applying digital technologies in recording war crimes [5]. Russia’s war
against Ukraine is unique in world history in terms of the scale of application of the
latest technologies, including for recording and investigating crimes. There are no es-
tablished methods and cases for studying this issue. Therefore, research on the oppor-
tunities and limitations of using innovative IT to guarantee the inevitability of Russia’s
accountability for war crimes in Ukraine is relevant.

Statement of goals. The article aims to explore the advantages and challenges of
using innovative technological solutions for recording and investigating Russia’s war
crimes in Ukraine and to outline the legislative framework and regulations regarding
the use of IT to ensure Russia’s accountability for the crime of aggression.

Main part. The full-scale war launched by Russia against Ukraine on February
24,2022, has been accompanied by unprecedented war crimes and violations of inter-
national humanitarian law for the third year now. Ukrainian law enforcement agen-
cies are making tremendous efforts to record, investigate and document the criminal
actions of Russian troops on the territory of our state. Careful collection of evidence
and establishing an objective picture of events is critically important to ensure the in-
evitable accountability of the Russian Federation for aggression and terror against the
civilian population.

Investigators of the National Police of Ukraine have already documented nearly
125,000 war crimes committed by the Russian Federation over the 2 years of full-scale
war. These include deliberate killings of civilians; torture, inhumane treatment, rape,
sexual violence; deliberate shelling of residential areas, civilian infrastructure; use of
prohibited weapons; hostage-taking, unlawful deprivation of liberty of civilians; de-
portation of civilians to Frssia; looting, destruction of private property, cultural values;
use of human shields (using civilians as living cover); deliberate attacks on sites
marked with UN and other humanitarian organizations” emblems; looting, robbery,
violence against the civilian population; war crimes against prisoners of war (torture,
insulting treatment); deliberate obstruction of civilian evacuation from dangerous ar-
eas. These various war crimes are systematically documented to bring the guilty Rus-
sian military and political leadership to justice [6]. War crimes are the most serious
violations of international humanitarian law, for the commission of which not only the
direct perpetrators but also their commanders are held responsible [7].

The number of cases regarding war crimes is constantly increasing, as law en-
forcement officers continue to record new episodes of Russia’s military aggression in
the de-occupied territories. Investigating these crimes requires a colossal amount of
work in collecting evidence, interviewing witnesses, and analyzing video and photo
materials. Conducting such large-scale investigations is unprecedented and requires
the engagement of the latest IT, international cooperation, and financial assistance. To
identify individuals involved in committing war crimes on the territory of Ukraine,
employees of the National Police are using a wide range of advanced innovative tech-
nological solutions and tools. Among them [8]:
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1. Facial recognition systems contain giant databases with over 30 billion images
collected from open sources on the internet. These software systems allow identifying
potential perpetrators by comparing their photographs with arrays of visual data.

2. Specialized software tools for searching and verifying the accounts of sus-
pected criminals on popular social networks. In particular, tools such as Clearview for
identifying accounts by photos and Artellence for verifying social media profiles are
used.

3. Satellite communication technologies, as well as analytical systems for pro-
cessing video and photo materials obtained from seized mobile devices, video surveil-
lance cameras, including the “Safe City” system, etc.

4. OSINT (Open Source Intelligence) methods for collecting, analyzing, and us-
ing open photo, video, and text data from the internet to detect signs of criminal activ-
ity.

5. The interagency unified database “War Crime”, was created by specialists of
the National Police. It contains information about over 550,000 potential war criminals,
details of offenses committed by them, and collected evidence related to Russia’s
armed aggression against Ukraine.

Access to the “War Crime” subsystem has been provided to all Ukrainian secu-
rity forces and defense agencies. This is an unprecedented case of interagency consol-
idation to administer justice over the aggressor country in national and international
judicial instances. There is also an active exchange of relevant data with Europol, Eu-
rojust, and other international partners assisting Ukraine in investigating war crimes
[8].

In addition to the technological tools mentioned above, Ukrainian criminolo-
gists, together with their foreign colleagues, are also using other advanced means: un-
manned aerial vehicles to record the consequences of missile strikes, modern 3D scan-
ners to create detailed spatial models of crime scenes, rapid DNA analyzers for quick
identification of individuals by genetic material.

During the investigation of Russia’s war crimes in Ukraine, law enforcement
agencies have conducted hundreds of thousands of site inspections, searches, investi-
gative experiments, interrogations, and other necessary procedural actions. Combined
with the use of the latest technologies, evidence has been collected to bring over 2,400
charges, about half of which have already been sent to court [8]. Ensuring that all col-
lected evidence meets international standards is a priority, so that it can be used in the
future to convict Russian war criminals in national courts, as well as to bring the high-
est political and military leadership of the Russian Federation to criminal responsibil-
ity in international courts and ensure payment of reparations to Ukraine for the dam-
age caused [9, 10].

Ukraine is actively implementing and using advanced technological solutions
for the systematic documentation, investigation, and accountability of war crimes
committed by Russian forces. Unlike previous armed conflicts, where attention was
focused mainly on crimes against the physical integrity of people — killings, injuries,
attacks, and humiliations, in the context of modern warfare, the Office of the Prosecu-
tor General of Ukraine considers a wider range of war crimes. In particular, cases of
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sexual violence, and crimes against the environment, such as damage to nuclear facil-
ities, destruction and pollution of the environment, which will have long-term nega-
tive consequences for the health of Ukrainians for many generations, are being actively
investigated. Cyber attacks are also being studied in the context of their qualification
as war crimes.

One of the most difficult tasks is identifying specific individuals who committed
crimes. In such cases, the latest IT is often the only effective tool. During investigations,
technological solutions from Palantir for big data analysis, as well as Microsoft tools
for voice recognition, are actively used, for example, in cases of incitement to genocide
or aggression. These are unique tools that help comprehensively analyze and properly
record the evidence base. Al-based technologies are involved in processing hundreds
of terabytes of video and photo materials. The use of the latest technologies makes it
possible to identify perpetrators and collect all the necessary evidence for subsequent
fair trials. The development of such technological tools is important not only for iden-
tifying criminals but also for preventing the loss of evidence on which charges can be
based [11].

The Ministry of Digital Transformation of Ukraine has created a series of chat-
bots for crowdsourcing and corroborating evidence of probable war crimes. Digital
tools have been developed to enable citizens to document damage to their homes. Fa-
cial recognition software is being used to identify Russian soldiers in photographs.
New tools have been introduced that help users add geotags and timestamps to vid-
eos, which can help authorities hold the perpetrators accountable. Official chatbots
and websites classify different types of war crimes and human rights violations. All
information is stored in a centralized database created by the Office of the Prosecutor
General of Ukraine [12].

The use of digital tools in the combat zone has great potential for quickly collect-
ing evidence of war crimes, ensuring their authenticity and integrity through crypto-
graphic methods. The availability of powerful smartphones and other gadgets to
many civilians allows them to record photo and video evidence of violations directly
at the scene. These materials can be promptly transmitted to human rights organiza-
tions and investigators for investigating crimes. The use of specialized software makes
it possible to overlay digital timestamps, geolocation metadata, and cryptographic
hashes on the collected files. This increases the reliability of evidence and protects it
from further changes or manipulation. Digital blockchains can be used to create an
immutable timestamped ledger that records and stores all evidence in a distributed
repository. This prevents the loss or substitution of evidentiary information. Ad-
vanced public-key cryptographic technologies enable the formation of secure digital
signatures for authenticating the source of evidentiary materials. Cloud services and
distributed networks provide backup storage of digital evidence in different locations,
minimizing the risk of its loss or destruction. Digital tools help avoid chain of custody
issues typical for physical materials. Cryptographically proven authenticity and trans-
parency of origin significantly increase the legal force of digital evidence when prose-
cuting war crimes [13, 14].
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The use of IT for documenting war crimes is regulated by several international
and domestic legislative acts. The Geneva Conventions of 1949 [15] and the Additional
Protocols to them of 1977 [16] establish general norms for the protection of victims of
armed conflicts and regulate the use of certain methods and means of warfare. The
Statute of the International Criminal Court defines the jurisdiction and powers of the
ICC to investigate and prosecute war crimes [17]. Some UN Security Council resolu-
tions call on states to use appropriate technologies to record violations of international
humanitarian law [18]. The UN Guiding Principles on Collecting Digital Evidence pro-
vide recommendations on the proper collection, storage, and exchange of digital data
in investigations [19].

Ukrainian legislation also provides for legal norms regarding the use of IT for
building an evidentiary base of war crimes. The Criminal Procedural Code of Ukraine
regulates the procedure for collecting, recording, and using evidence, including that
obtained through information technologies [20]. The Law “On Combating Terrorism”
provides for the use of the latest information and telecommunication systems to coun-
ter terrorism [21]. Order No. 298 of the Office of the Prosecutor General of Ukraine
defines the procedure for documenting war crimes committed by the Russian Feder-
ation, including the use of geoinformation systems and other IT tools [22]. In addition,
Ukraine is actively cooperating with international organizations and private IT com-
panies to involve the latest digital solutions based on Al, big data analysis, etc. Stand-
ards and protocols for collecting and using digital evidence in investigations are being
developed.

Ukrainian legislation provides for comprehensive measures for the wide in-
volvement of the latest IT in the processes of investigating and documenting Russian
aggression, which is part of the overall digitalization of justice:

— creation of the Unified Register of Pre-Trial Investigations of War Crimes — a
centralized electronic database to accumulate all information about the facts, locations,
participants, and circumstances of war crimes committed by the Russian Federation
on the territory of Ukraine [22];

— formation of the Unified Information System of Electronic Evidence of War
Crimes, which should ensure the collection, processing, storage, and exchange of dig-
ital data between all involved law enforcement agencies [23];

— development and implementation of specialized software systems and data-
bases for automated identification of perpetrators of war crimes based on analysis of
video, photo, audio, and biometric data;

— regulation of the use of the latest geoinformation systems, unmanned aerial
vehicles, and high-resolution satellite imagery to record the destruction of civilian in-
frastructure;

— establishment of interagency and international cooperation in the exchange of
digital evidence of war crimes, ensuring its proper preservation and protection from
unauthorized access;

— creation of a national repository of digital evidence of war crimes with a high
level of protection for their long-term storage and use in future trials;
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— expanding the capabilities of expert institutions to conduct various types of
information technology expertise of digital materials in cases of war crimes.

The application of digital technologies for recording and investigating war
crimes undoubtedly opens up new opportunities, but it also poses certain challenges
related to the legal force of such evidence, its proper recording and verification, as well
as ensuring the right to a fair trial. In particular, digital evidence collected using the
latest technologies may raise doubts about its authenticity, integrity, and reliability of
origin. Clear standards are needed to ensure a proper chain of custody and the ability
to confirm the authenticity of each piece of evidence [11].

The development of transparent and unified protocols for methods of collecting,
processing, storing, and transferring digital evidence is necessary. This will minimize
the risk of accidental or intentional damage or forgery. The verification process must
guarantee the absence of manipulation with evidence.

The use of digital technologies must not violate fundamental human rights, in
particular the right to a fair trial. It is necessary to ensure compliance with the princi-
ples of impartiality, equality of parties, the right to privacy, etc. when using IT tools
for collecting evidence.

Considering these challenges, it is extremely important to develop unified inter-
national standards and regulations for the use of IT in judicial proceedings for the
prosecution of war crimes. Such standards should cover: 1) requirements for the col-
lection, recording, storage, and transfer of digital evidence using cryptographic pro-
tection and means of authentication; 2) procedures for verifying evidence and estab-
lishing its reliability and proper origin; 3) regulations for the submission of digital ma-
terials in courts, adhering to the principles of a fair trial; 4) issues of personal data
protection and confidentiality when using IT systems for evidence; 5) unified require-
ments for software and hardware involved in the processing of digital evidence. The
development of such international standards should involve experts from IT, foren-
sics, judicial bodies, and human rights organizations. Only a comprehensive approach
will ensure the proper use of the advantages of modern technologies in the process of
prosecuting the most serious crimes without violating human rights.

Against the backdrop of unprecedented use of cutting-edge technologies for
committing and concealing war crimes, improving information and legal mechanisms
becomes a guarantee of the inevitability of punishment for violators of international
law. Only coordinated interaction between the legal and IT spheres will ensure adher-
ence to the principles of justice and human rights.

Conclusions. The paper explores the advantages of using the latest IT for effec-
tive documentation and investigation of war crimes committed by Russia in Ukraine.
The application of innovative Al-based solutions, big data analysis, cryptography,
blockchain technologies, etc. significantly increases the efficiency of evidence record-
ing, its authenticity, and integrity. This creates a strong evidentiary base for future
trials. The main challenges regarding the legal force of digital evidence, and the pro-
cesses of its verification and preservation while respecting human rights are outlined.
The urgent need to develop international standards and regulations for the use of IT
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in documenting war crimes is identified. The current international and national legis-
lation regulating the use of IT in the processes of investigation and prosecution of
crimes of aggression is analyzed. The set of measures for the digitalization of judicial
proceedings implemented in Ukraine is highlighted. Directions for improving infor-
mation and legal mechanisms for engaging the latest IT solutions to ensure the inevi-
tability of punishment for Russia’s war crimes are proposed. Among the key pro-
posals: are the creation of a national repository of digital evidence, the formation of a
unified information system of electronic evidence of war crimes, development of spe-
cialized software systems for identifying perpetrators of crimes. It is established that
only close cooperation between the legal and IT environments, and comprehensive
implementation of technological innovations in compliance with international stand-
ards, will be able to ensure effective prosecution of the Russian Federation for military
aggression against Ukraine. Further improvement is required for the legal acts regu-
lating the use of IT for documenting war crimes. This will provide proper legal guar-
antees for holding the aggressor country accountable for crimes committed during the
war against Ukraine.

Further directions of our research will be to study the issues of introducing pos-
sible amendments to the procedural codes (criminal, civil, etc.) to clearly define the
procedure for collecting, recording, storing, and using digital evidence in court pro-
ceedings; develop special legislative acts that will regulate the admissibility of various
types of digital evidence, requirements for their authenticity and integrity; implemen-
tation of international standards and best practices for using IT in the processes of
documenting war crimes into national legislation.
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Cmamma nadiiiuiia do pedxoseeii 06.05.2024

KoBaavuyx O. 5., xanoudam pisuxo-mamemMamuyHux Hayk, 00yeHm, 0oyeHm
Kagpedpu meopii npada ma KoHCMUMyyioHaismy 3axioHoykKpaiHcvkoeo
HayioHaavHoeo yHibepcumenmy (M. Teproninv, Ykpaina)

CYYACHI IT-PIIIEHHSI 7151 3ABE3IIEYEHHSI BIOTIOBIIAJIBHOCTI
POCII 3A ii BIICPKOBY ATPECIIO IIPOTU YKPATHV

Y crartTi mocnimkeHo iHdopMaliHO-ITPaBOBMVE ACITEKT BUKOPVICTaHHS iHOpMartin-
HVIX TeXHOJIOTIN [jIsi 3a0e3I1eYeHHsI BiIIIOBIIaJIBHOCTI PpoCii 3a BOEHHI 3/I0YMHM, CKOEHI B
Vkpaini. [JocmimkeHo mepeBary Ta HeOe3leKM 3aCTOCyBaHHS HOBITHIX TeXHOJIOTiYHVIX
pillleHb Ta iHCTPYyMEHTIB, 1110 aKTVBHO BMKOPVICTOBYIOTBCS YKPAIHCHKVIMI ITPaBOOXOPOH-
HVIMM OpraHaMM JIJIsl JOKYMEHTYBaHH: 3JI0UVHIB POCITICHKOI arpecii. 3a3Ha4eHo, 1110 iHHO-
BaITilHi pillleHHs Ha OCHOBI IIITYYHOTO iHTeIeKTY, aHaIi3y BeJIVKMX AaHMX, Kpyrrorpadii
Ta TEXHOJIOTIN GJIOKYEVIH MOXYTh 3HAYHO MIBUIIUTH OllepaTMBHICTh (pikcaliil 10KasiB, ix
aBTeHTWYHICTB, IIUTICHICTB Ta JIOMYCTUMICTE Y CyIOYVMHCTBI. 3'scOBAaHO OCHOBHI BVUKIIVIKV
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LIOZI0 IOPMAMYHOL CYiIM LM POBMX OKas3iB, IIpolieciB ix Bepudikariii Ta 30epexeHHs B
YMOBax JOTPUMaHHS ITpaB JIOIVHIL

3arrpornoHoBaHO HaIIPSIMV BIOCKOHAJIeHHsI iH(OpMalIilTHO-TIPaBOBIIX MeXaHi3MiB 3a-
sTydeHHs HOBiTHiX IT-pimens 11 3a0e3nedeHHs HEBiABOPOTHOCTI IIOKapaHHS 3a BOEHHI
37I0UMHV POCii: CTBOpPeHHs HalliOHaJIbHOIO CXOBMINA LMAPOBUX [I0KasiB; dopMyBaHHA
enMHOI iHOpMALIHOT CUCTeMM €JIeKTPOHHMX JOKa3iB BOEHHMX 3JI0UMHIB; po3poOka
crierliajli3oBaHMX ITPOrpaMHMX KOMIUIEKCIB I ileHTudiKallil BUKOHABIIB 3/I0UMHIB.
OOGrpyHTOBaHO HaraJbHY HeOOXiTHICTH PO3pOOKM 3a ydacTi MDKHAPOAHWX eKCIIepTiB
yHidikoBaHMX cTaHAAPTiB 3acTocyBanHs IT y cymosmx Imporiecax Haj, BOCHHMMM 3710-
uyHIIMI. Harortormeno, 1o Jviire 3j1arofpkeHa B3a€MOJIis ITPaBOBO] i TeXHOJIOTYHOT cdep
3abe3reunTh IOBHOLIHHE BUKOPMCTAHH: ITepesar HOBiTHIX IT 1 HeBigBOpOTHOrO TIOKa-
PaHHs MOPYIIHUKIB HOPM MiXHAapPOIHOrO IyMaHIiTApHOIO IIpaBa Ta IIPUTATHEHHS 0
BiZITIOBi/TaJTEHOCTI BUIIIOTO BiFICBKOBOTO V1 IIOJIITYHOTO KepiBHMITTBA pd sK OpraHizaTopis
3710unHiB B YKpaiHi. [Tpy BcbOMY >KOIHVIM UMHOM He ITOBMHHI OyTy 0OMeXXeHi OCHOBOIIO-
JI0KHI pasa JroavHy. KoMIUTeKCHMI Mifixif, i3 3a/IyueHHsIM IIMPOKOro Kojia daxiBIiB ra-
mysert mipaBa Ta IT fomomMoike MakcMaIbHO eeKTVMBHO 3aIisiTVi HOBIiTHI TexXHOJIOTidHi
PpillleHHs B iHTepecax MpaBOCY .

Kitrouosi cy10Ba: iHdopMaIliviHi TeXHOIOTIT, BOEHHI 3/7109MHM, Cy/IOBV IIPOIiec, Mi-
JKHAPOIHWUI Cy1l, IUdpoBi3allis cylounHCTBa, iHdOopMalliiHO-IIpaBoBi MexaHi3Mu, 1d-
POBi JTOKa3W, aHAJIITUYHA CHCTeMa, IIPUTSTHEHH: [I0 Bi/ITTOBiIaTbHOCTI.
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PO3BIZIKA Y KPMMIHAJIICTULII I OIIEPATUBHO-PO3IITYKOBIV
OISUTbHOCTI

CTaTTIO HPUCBSIYEHO aHAI3y CyYacHOrO CTaHy ajjalTallii 3apyOLKHOI TepMiHOIOTT
OO KPMMiHAJILHOI PO3BIAKNM O BITYM3HAHOI HAyKOBOI JOKTPUHV KPUMIHAJLCTUKM T
OIepaTMBHO-PO3IIYKOBOI IisUIbHOCTI. Br3HaueHO OCHOBHI HaIIpsIMM BIIPOBa/KeHH: Jle-
SIKMX TaJTy3el KpUMiHaJIbHOI PO3BIIKM B TeOPilo i MpaKTMKy KPMMiHaJIbHOIO PO3CIIiTy-
BaHH:1. 3ayBaskeHO, 1110 B HMHIIIIHIX yMOBax 3HaueHHsI MeTOIiB IOITyKY 11 aHali3y iHdop-
Marii B pisHux ii [Dkepestax i MacuBax moctivHo 3pocrae. IInpoxomacirrabHa BiricbkoBa
arpecist mpot YKpaiHy, sika goci TpvBae, Ie Oiblle akTyastisysasia morpely 3acTocy-
BaHH HOBIiTHIX ITOIITYKOBVIX 3aCO0iB i METOIiB 3811 pO3CITi/TyBaHHS ITOB’ 3aHMX i3 BiFHOIO
KPUMiHAIBHX IIPaBOIIOPYIIIeHb, BCTAHOBJIEHHSI KePTB BilTHM, PO3IIyKy 0Ci0, SKi BuMHMWIN
TSDKKI 37TOUMHM B yMOBax KOH(IIIKTY. 3a3HaueHo, 1110 Y BiTYM3HSIHIN crcTeMi HayK KpyMi-
HaJIbHO-TIPABOBOI'O IMKITY BUHIKAIOTh TPYIHOIIL, ITOB sI3aHi 3 TEOPeTUIHIM OOIpyHTYBaH-
HeIM i ITPaKTIYHUM BITPOBa/PKeHHAM PO3BilyBa/IbHVX iIHCTPYMEHTIB y ITPaKTUKy KpyMiHa-
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